ABOUT US:

HiveWatch is a tech-forward, inclusive organization fostering the evolution of the
physical security industry. We are a diverse team of forward thinkers who empower
each other to find creative and collaborative solutions in an industry ripe for
modernization. We are passionate about the problems we’re solving for our customers
and equally passionate about the company we’re building.

HiveWatch is here to help security teams pivot from chasing threats to preventing
them. We protect organizations, people, and property through the intelligent
orchestration of physical security programs. With better communication, more
insights, and less “noise”, we are modernizing what it means for businesses and their
employees to truly feel safe.

To deliver on this mission, we empower our employees to consider the meaning of job
security on a holistic level. At HiveWatch, you are encouraged to challenge the status
quo, provide your unique point of view, and leave fear at the (access controlled) door.
HiveWatch enables its employees to CARE for themselves, and each other through
unique programs crafted by HiveWatch employees themselves. In practicing CARE, we:

e Celebrate our diverse workforce and all communities within HiveWatch.

e Assist the varying needs of our employees, from maintaining a work life
balance to encouraging personal aspirations.

e Respect one another through our interactions and set personal boundaries.

e Embrace equity through our policies and practices of hiring, promoting, and
offering benefits that take care of the whole person, not just the worker.

WHAT YOU'LL DO:

HiveWatch is in search of a Software Engineer, Backend (Edge | 1oT)! This role will
report directly to our VP of Engineering and help build out our software solutions
running at the edge of customer sites. As a Software Engineer, Backend (Edge | 1oT)
you will also:

e Compute from the outside->in: Integrate Customer Premise Equipment to
cloud back-end command and control.

e Modernize existing access control infrastructure into Hivewatch’s cloud based
application based architecture.

e Create rapid integrations and prototypes to support product proof on concepts
and customer oriented initiatives.

e Assist customers: to configure Access Control Systems into data sources for
services oriented access control applications.

PREFERRED QUALIFICATIONS:

e CS degree, or some relevant Industry certification.

e Familiarity around Linux devices, command line competence, and hands-on
experience with IP network troubleshooting; ARP, DNS, HTTP, SSL

e Working knowledge of 10T / pub-sub related transport protocols i.e. MQTT,
AMQP.



e Familiarity with Physical Access Control, or Building Automation Protocols:
BACnet, Modbus, LoN, SNMP.
e Desire to work with customers and solve technical challenges.

ADDITIONAL INFO:

e Salary range for this position: $120,000 - $140,000 per year
e Eligible to participate in HiveWatch Equity Incentive Plan

*Final offer will be at the company'’s sole discretion and determined by multiple factors,
including years and depth of relevant experience and expertise, location, and other business
considerations.

BENEFITS:

e Leverage cutting edge solutions in an emerging field with lots of growth
potential

Generous compensation packages

Hybrid work environment

Health Benefits: Medical, Vision, Dental and Life Insurance

401K

Unlimited Paid Time Off

Family friendly & compassionate work culture

Work with good people who CARE about making the world a better place

OUR EEO STATEMENT:

At HiveWatch, you are encouraged to challenge the status quo, provide your unique
point of view, and leave fear at the (access controlled) door. HiveWatch enables its
employees to CARE for themselves and each other through unique programs crafted
by HiveWatch employees.

HiveWatch is an equal opportunity employer and we are committed to cultivating a
work environment that supports, inspires, and respects all individuals. We execute our
hiring practices so that they are merit-based and we do not discriminate on the basis
of race, color, religion, sex, sexual orientation, gender identity/expression, marital
status, age, disability, medical condition, genetic information, national origin, ancestry,
military or veteran status, or other protected characteristic.



